
OneCart Theft prevention & detection

🔗 Programmable Banking for Businesses

https://docs.google.com/presentation/d/e/2PACX-1vQJFvudepzE4DhSiISyx7TcWdu0R35bCwsRbcVjkvLziy5JLRwfWT3vnMNds7wcCmBxBye021zj7rIv/pub?start=false&loop=false&delayms=3000


http://www.youtube.com/watch?v=4DimmR1AkMc


I’m Michael. I work at OneCart.

● Problem: OneCart has around 140+ shoppers 
working daily across SA. Each shopper has their 
own OneCart debit card and are fulfilling customer 
orders. They steal! 

● Why solve this? Reduce shopper theft and be 
more proactive to shrinkage 

● Solution: Real-time alerts of suspicious activity on 
cards.

● Tech: Investec Programmable Card, Serverless, 
Slack webhooks, QlikView.
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How it works



Results

● Prevent fraud before it happens
○ Not possible before

● Time to detect possible fraud
○ 24 - 48 hours -> Instant

● Can associate every transaction with an order
○ Custom reports
○ Track GP in real-time



Challenges encountered

● Not meeting 2s latency for before webhook - Keep containers warm
● Webhook called twice occasionally - reported
● Successful transaction when not actually - reported
● Differences between simulator and prod - In progress
● Single repository of code applied to all cards - In progress
● Central logging



Next Steps



Next steps

● Scale from 5 to 45 cards, thereafter 200
● Automatically deactivate cards when suspicious activity occurs and 

alert shoppers



Get Involved!



Get in touch

● Michael on Slack
● PS: We are hiring:

○ Node.js, serverless, AWS, React, React-native



Questions?


